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 Fingerprint Recognition is a vital method in biometric identification and 

verification of human beings in various domains like Security, Digital Forensics, 

Internet of Things (IoT), and many more. Each individual human is having 

distinct fingerprint pattern than others, hence it is one of the most prominent 

and widely used method to distinguish individuals. Many research studies and 

solutions have been developed in biometric domain since a decade, which 

influences now in making the process of fingerprint recognition more optimized, 

faster and efficient. However, present fingerprint acquisition/recognition 

systems have some limitations, mainly longer computation time for fingerprint 

matching and evaluating the results. This paper presents a procedure for 

fingerprint matching that takes into account minutiae features in finger print 

images and the process of creating an OpenCV structure for minutiae extraction 

and matching of fingerprints. 
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I. INTRODUCTION 

 

In contemporary world, biometric authentication is 

considered to be the most reliable authentication or 

access techniques followed by most corporates and 

offices. Biometric authentication technique uses 

human biological features such as face, fingerprint, 

retinal image, voice and speech, walking gait, veins and 

so on. In this, the most commonly and widely used 

biometric is fingerprint. Fingerprint is considered 

widely for authentication, because it is unique and 

permanent throughout a person’s lifetime. Therefore, 

fingerprint of humans are used for pinpointing of 

culprits, personal identification object in official 

documents, authorizing access to a secured 

environment, etc. Most of the fingerprint recognition 

methods are based on the characteristics of local ridges, 

which are also called as minutiae, and the relationship 

among the ridges. In fingerprint scanning, a minutiae 

refers to specific plot points of a fingerprint. In general, 
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any fingerprint identification system has to capture the 

image of fingerprint and perform a similarity analysis 

with the stored images in the dataset that contains 

fingerprint images of a group of individuals. 

Fingerprint Recognition is a vital method in biometric 

identification and verification of human beings in 

various domains like Security, Digital Forensics, 

Internet of Things (IoT), and many more. Each 

individual human is having distinct fingerprint pattern 

than others, hence it is one of the most prominent and 

widely used method to distinguish individuals. So it’s 

very important for us to distinguish individuals for 

security point of view. 

Many research studies and solutions have been 

developed in biometric domain since a decade, which 

influences now in making the process of fingerprint 

recognition more optimized, faster and efficient. 

However, present fingerprint acquisition/recognition 

systems have some limitations, mainly longer 

computation time for fingerprint matching and 

evaluating the results. This paper presents a procedure 

for fingerprint matching that takes into account 

minutiae features in finger print images and the process 

of creating an OpenCV structure for minutiae 

extraction and matching of fingerprints. 

 

II.RELATED WORK 

 

Mohamed Hedi et al. (2017) presented a new minutiae 

based matcher that employs Expanded Delaunay 

Triangulation (EDT) method to yield local structures 

related to minutiae. The method also applies 

innovative steps to extract new feature called minutiae 

triplets. This technique is also more robust against 

displacement of minutiae while processing the images 

compared to other methods that relies on sides’ length. 

Ultimately, to fasten the matching activity, the EDC 

technique uses an improvised merge-join process to 

fasten the identification of local structures. Jacob, I. 

Jeena (2019) discussed about capsule network based 

biometric. Deep learning is one of an eye storming 

techniques in the present generation. This deep 

learning technique is being used in biometric 

recognitions as it enhances accuracy and for 

automatically learning. The disadvantage in 

conventional neural network is got replaced by this 

capsule neural network as this method overcomes 

ability of removing noise which degrades accuracy that 

are caused due to small disturbances. This capsule 

network method is utilized with the fuzzified image for 

retina based biometric recognition. This is found 99% 

accurate. Raj,jennifer S (2019) discussed about the 

benefits of computational intelligence. Artificial 

intelligence is the recent trending way where a 

machine is trained to have an intelligence artificially 

like searching, planning etc. It faces some failures in 

predicting in certain areas .These failures of AI makes 

a path for computational intelligence. So for 

overcoming failures and draw backs in AI, this paper 

has given some computational intelligence techniques. 

Gerald P et a. (2014) proposed a method of 

checkerboard sampling algorithm using ANN for 

partial fingerprint identification. Authors claim that 

this work can save memory space in the database. It 

also introduces an encryption technique for the whole 

fingerprint. Sun Bei et al. (2016) presented a method 

that accomplishes a decent classification performance 

of imperfect or partially corrupted fingerprint images. 

The method involves two steps. Initially a skeleton 

model of corrupted fingerprint in created using 

preprocessing techniques. Secondly, a finger print 

verification system is created that identifies the core 

point of the corrupted fingerprint and recreates or 

models the trivial features called minutiae. Thirdly, a 

neural network architecture is developed for 

classification of fingerprints. 

 

III.PROPOSED SYSTEM 

 

In making the process of fingerprint recognition more 

optimized, faster and efficient. However, present 

fingerprint acquisition/recognition systems have some 

limitations, mainly longer computation time for 

fingerprint matching and evaluating the results. This 
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paper presents a procedure for fingerprint matching 

that takes into account minutiae features in finger print 

images and the process of creating an OpenCV 

structure for minutiae extraction and matching of 

fingerprints. 

Advantages: 

• Proposed system is focused on extracting minutiae 

features from fingerprint.    

• It used for both i.e. for minutiae extraction and 

matching of fingerprints. 

In this section, the developed fingerprint verification 

system and algorithms used to implement the 

preprocessing, segmentation, feature extraction and 

selection have been discussed. It also presents detailed 

description of the verification technique. Figure 2 

shows the block diagram of the proposed fingerprint 

verification system. It consists mainly of five phases: 

Preprocessing, Segmentation, Feature Extraction, 

Feature Matching and Analysis as it will be explained 

in detail shortly. 

 

 

Fig 1: Fingerprint verification system block diagram 

IV.RESULTS AND DISCUSSION 
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Fig 2. Results screenshot 

 

Fig 3. Results screenshot 
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Fig 4. Results screenshot 

 

Fig 5. Results screenshot 
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Fig 6. Results screenshot 

 

V. CONCLUSION 

 

The proposed system has designed architecture for 

near real-time fingerprint recognition with minutiae 

extraction. The proposed method involves feature 

extraction and feature matching of the biometric 

fingerprint images using minutiae point score. The 

implemented prototype, works on OpenCV 

Framework. 

 

VI. FUTURE WORK 

 

The implemented prototype, works on OpenCV 

Framework and can be further improved and tested 

with standard fingerprint datasets such as FVC2006 

and Sokoto Coventry. These minutiae points of each 

image from local images database are compared with 

real-time captured biometric fingerprint’s minutiae 

points and based on the score of matching result is 

produced for matching. We can implement proposed 

method of minutiae matching and recognition on 

RaspberryPi-3 hardware platform. 
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