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ABSTRACT 
 

A new secure image transmission technique is proposed which transforms automatically a given large-volume 

of secret image into a so-called secret-fragment-visible mosaic image of the same size. The mosaic image, 

which looks similar to an arbitrarily selected target image and may be used as a camouflage of the secret 

image, is yielded by dividing the secret image into fragments and transforming their color characteristics to 

be those of the target image. Skillful techniques are designed to conduct the color transformation process so 

that the secret image may be recovered nearly lossless. 
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I. INTRODUCTION 

 

The proposed method converts images provided by 

the user into the mosaic images. Commercial image 

editing applications also provide a similar function. 

However, .these applications often trade results for 

low-cost computing. It is desirable to create high 

quality images even if the computational cost is 

increased. We introduce a general energy based 

framework for mosaicing problems that extends 

some of the existing algorithms such as Photomosaics 

and Simulated Decorative Mosaics. We demonstrate 

the use of our method by applying it to a wide range 

of container images and tiles. 

 

II. EXISTING METHOD 

 

In this existing method, the LSB technique is used 

for data hiding process. In computing, the least 

significant bit (LSB) is the bit position in a binary 

integer giving the units value, that is, determining 

whether the number is even or odd.  

 

Disadvantages: 

It is more predictable and hence less secure, since 

there is an obvious statistical difference between the 

modified and unmodified part of the stego-image. 

Also, as soon as we go from LSB to MSB for selection 

of bit-planes for message embedding, the distortion 

in stego-image is likely to increase exponentially, so 

it becomes impossible to use higher bit-planes for 

embedding without any further processing. 

 

III. PROPOSED SYSTEM 

 

In this proposed method, the tile image and the 

mosaic image plays a vital role in the data hiding 

process. The input image which is undertaken for the 

process is the target image. At first, a mosaic image is 

yielded which consists of fragments of an input 
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secret image with color corrections according to a 

similarity criterion based on color variations. The 

data hiding and the recover consist of two major 

steps.  

 

The first category includes four main steps: Fitting 

the tile images of secret image into target blocks of a 

preselected target image.Then transforming the color 

characteristic of each tile image in the secret image. 

Next rotating each tile image into a direction with 

the minimum RMSE value with respect to its 

corresponding target block. Then embedding 

relevant information into the created mosaic image 

for future recovery of the secret image.  

 

The second category includes two steps: Extracting 

the embedded information for secret image recovery 

from the mosaic image. Then recovering the secret 

image using the extracted information. 

 

Advantages: 

1) Compared with the existing system, this 

method is processed with a large number of 

data embedded into the image.  

2) The noise level of the output is  also reduced, 

so that the accuracy of the output is 

gradually increased. 

 

 

A. ARCHITECTURE DIAGRAM 

 
Figure  1.  Architectural diagram  

 

 

 

 

 

B. BLOCK DIAGRAM 

 
 Figure  2.  Block Diagram  
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V. CONCLUSION 

 

In this paper, we presented our experience of porting 

mosaic algorithm on to cuda architecture. This paper 

design a method to compute the data bits parallel 

using the threads respectively based on cuda. This is 

in order to realize performance improvements which 

lead to optimized results. This paper has analyzed 

majority of algorithms related to public key 

algorithms and then designed and made an 
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implementation of a public key algorithm mosaic in 

cuda. 
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