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ABSTRACT 

 

Providing security to the records is just one of the main elements of records gearbox over the unstable cordless 

network. The wireless systems include sensors; it is hooked up to the base station. The security demand for 

wireless sensing unit networks is incredibly vital, and also it is delivered through cryptography as well as 

network security. The network security indeed not only demanded to protect the finished device, however, 

even to the whole network unit. Giving security to the network is one of the essential concerns because the 

globe is relocating into the digital world. Network security provides protection to records, which is regulated 

by the administrator. The information must be accessed merely through licensed individuals; this security is 

given through network security. It occurs in every public and personal network where deal and information 

communication takes place. 
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I. INTRODUCTION 

 
Our team is residing in the relevant information age 

where relevant information needs to have to be 

maintained regarding every aspect of our lifestyles. 

This related information can be considered a 

possession, and like an intermittent resource, this 

info needs to be protected coming from attacks. To 

become safeguarded, details need to become 

concealed from the unauthorized gain access to 

(discretion), secured coming from unwarranted 

adjustment (honesty), as well as readily available to 

authorized access when it is needed to have 

(accessibility). Thereby, privacy, integrity, and 

availability could be described as the three crucial 

security targets. 

 

Network security includes the arrangements as well 

as plans taken on by a network administrator to 

prevent and also keep track of unwarranted get 

access to, abuse, alteration, or even rejection of a 

computer network and also network-accessible 

information. Cryptography constitutes a necessary 

procedure in Network Security. Cryptography is a 

condition utilized to describe scientific research as 

well as the art of enhancing messages to produce all 

of them get and unsusceptible to strikes. 

Cryptography entails three unique systems: 

Symmetric-Key Encipherment, Asymmetric-Key 

Encipherment, as well as Hashing. Symmetric-Key 

Encipherment uses a singular hidden key for both 

encryption and decryption, whereas Asymmetric-

Key Encipherment uses two tricks: one public secret 

and also one exclusive secret. The sender encrypts 

the information utilizing everyone trick, and the 

receiver decrypts the message making use of a private 

key. In Hashing, fixed-length information absorbs 

developed away from a variable-length notification, 

and both the announcement and also incorporate are 

sent, which makes sure data stability. 
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Although numerous approaches have been 

established to guarantee security, hazards to the 

network never cease to exist. As a result, a plethora 

of research is accomplished in the domain of 

Network Security. The necessity to document these 

looks into in an orderly manner is evident. This 

paper offers a number of the crucial research papers 

recently published in the domain of Network 

Security. 

 

II. SECURITY ISSUES IN PROGRAMMABLE 

NETWORKS 

 

Network programmability brings up significant 

worries from the security perspective. Feasible 

threats and attacks to PN are even more critical than 

in passive network frameworks. The opportunity of 

injecting code to customize the habits of network 

elements can quickly weaken not only the correct 

operations of one nodule yet likewise the availability 

of the whole network. To face these risks, the design 

of an essential PN atmosphere ought to provide an 

ample degree of security because its 1st periods and 

security can quickly not be taken into consideration 

an add-on to put merely a posteriori. 

 

The security framework of a PN atmosphere needs to 

be based on a comprehensive security model to 

secure all involved entities, each network structure 

(the set of all programmable nodules), and active 

packets (the singular pieces of code administered into 

the network). Much more in detail, it is required to 

protect: 

 

➢ the network resources versus destructive 
habits of active packets, to keep the 
accessibility of the communal network 
infrastructure; 

➢ the active packs against attacks coming 
from malicious network nodes, to provide 
the accuracy of the solution offered through 
active packs over the entire network course 
between solution users and also providers; 

➢ the energetic packages when transiting in 
the network, to identify feasible alteration 
and also to stop destructive smelling; 

➢ the dynamic packets from disrupting one 
another, to stay clear of the opportunity of 
combined strikes conducted by conspiring 
active packages. 

 

The PN security framework ought to address the 

fundamental problems of authorization, 

authorization, secrecy, as well as honesty and must 

supply the requested designs of leaves. Any rely on 

style describes that or what in the system is looked at 

depended on, in what technique, as well as to what 

extent. 

 

Verification enables one to connect active packages 

with responsible leaders, where leaders represent the 

targets that ask for the operations, e.g., a person, an 

enterprise, a service provider, as well as a network 

manager. Virtual, any head can be associated with a 

personal public/private secrets as well as digitally 

indicators packages to guarantee the appropriate 

identity of their accountable individual. The 

verification procedure safely and securely verifies the 

document between central characters and also keys. 

Many verification options hand over vital lifecycle 

management to People Secret Structures. 

Authorization likewise evaluates the paternal of 

active packages by connecting them with either their 

head or their accountable task. A role models an 

assortment of rights and also duties that identifies a 

particular opening within an organization. A role-

based style assists in the administration and 

monitoring of a multitude of heads, by streamlining 

the powerful managing of principals and consents. 

 

Authorization grants active packets the consents to 

operate on the resources of the network framework. 

Several permission versions are feasible: the best 

usual is the Get access to Command Lists (ACL) style 

that describes and also imposes the gain access to 

civil liberties of principals/roles on a resource. Other 

generalized versions, such as the Depend on 
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Management model, can easily supply a linked 

platform for the standard and analysis of security 

plans in distributed units. 

 

Additionally, the commercial security infrastructure 

should stop the probability of modifying as well as 

checking active packet components (stability and 

also privacy concerns) while shifting over untrusted 

networks and also carrying out in destructive nodes. 

When taking into consideration the defense of an 

active package in transit over an end-to-end 

communication channel, standard cryptographic 

strategies may establish protected stations to make 

sure both honesty and privacy in between end-to-

end network nodules. This strategy is certainly not 

ample in the PN location, where advanced beginner 

bunches have to verify incoming active packages 

before their implementation. This calls for a hop-by-

hop command that suggests the establishment of a 

leave partnership between all included intermediary 

nodes [2]. 

 

In PN atmospheres, one more issue worries the 

option to regulate the actions of active inbound 

packets while in execution. Many PN structures 

confine the performance of various energetic 

packages right into separated settings to avoid 

reciprocatory interference, and to prevent possible 

collusion versus the organizing network nodule and 

also give monitoring companies to omit extreme 

source intake that can easily result in possible 

rejection of service spells. 

 

A standard security structure for PN settings ought to 

offer approaches and also systems of remedy for all 

the above concerns. The same framework can supply 

various solution applications to provide many top 

qualities of security service. All the same, some 

general residential properties must be looked at to 

take care of international and also different 

circulated bodies like PN. 

 

The simple need to fulfill is the sturdiness of layout 

attempts. Whenever a device has been entirely 

deployed, its lifetime solely relies on its ability to 

follow the progressing requirements. In short, the 

security design should be pliable enough to satisfy 

any appropriate variant and also should expand 

quickly to embody acceptable enhancements to 

components. This extensibility and flexibility 

residential properties may be attained along with 

synergic suggestions, preventative solutions as well as 

layout technologies that favor the 

addition/substitution of body elements. As an 

example, the association of one capital funds, along 

with several tasks, can assist in transforming the 

major approvals to adjust to distinct and also evolving 

environments. The same is actually for the 

versioning of security tools, which can exist together 

in various variations within the very same system 

concurrently if the concept keeps adequate details to 

distinguish between the distinct setups. 

 

An additional demand it's dynamic. PN is worldwide 

bodies, and also the accessibility of the network 

framework is an essential condition. Because of this, 

all security services have to keep device performance 

while integrating varieties. For example, while a 

programmable router is acquiring a brand-new 

procedure version that impacts the handling of 

specific streams, not just directing procedures need to 

happen. Yet, likewise no packages (either active or 

even regular) should be dropped. 

 

An ultimate but essential consideration for applying 

a PN security structure, which influences all concept 

options, is actually to satisfy an ample degree of 

efficiency. PN calls for security services efficient in 

meeting cost demands as well as of accomplishing a 

suitable compromise between the significant security 

degree as well as the consumption of your time as 

well as resources. 
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III. THE PROGRAMMABLE NETWORK 

COMPONENT 

 

Our team has developed a structure for the quick 

prototyping as well as the deployment of procedures 

as well as companies that are based upon a 

Programmable Network Part (PNC) to be put up in 

the nodules of the commercial network 

infrastructure. The PNC supports operating 

procedures and also companies conveyed in terms of 

mobile agents that work with the migration and 

interaction companies of the SOMA programming 

atmosphere. The PNC is built on the best of the JVM 

to capitalize on the Espresso intrinsic assistance for 

dominant class- filling, system freedom, and security. 

 

Mobile substances are used to distribute the behavior 

of energetic nodules out-of-band and to sustain the 

dynamic expansion of active nodule functionalities 

[2]. On top of that; MAs enables the simple 

installation of service- as well as user-specific process 

that can be infused dynamically right into the 

network. Our PNC gives a safe atmosphere for the 

broker-based active process completion, along with a 

broad range of security answers at different layers. 

The main suggestion is to integrate the efficiency of 

essential security attributes implemented at the 

network level alongside the adaptability and 

extensibility of advanced security resources as well as 

structures offered at the use one. 

 

The PNC is made to assist varied protocols that can 

easily exist side-by-side in the very same nodule 

without equivalent disturbance. For this purpose, the 

PNC gives segregated environments for broker 

execution referred to as areas (see Figure 1). A 

component called dispatcher exists in any PNC 

nodule to onward inbound packets to the agent 

responsible for their taking care of depending on the 

specific security as well as monitoring policies of the 

PNC nodule. The PNC help guarantees a secured 

binding between jam-packed representatives and 

nearby node sources. The binding is applied using a 

proxy-based mechanism where each node resource is 

condensed and also on a call using a proxy item. 

Agents refer initially just to these proxies with no 

probability of accessibility information straight. 

Precisely, any sort of source proxy exports a Source 

interface with the environment() procedure that 

representatives need to phone call to access the 

managed sources. The substitute accepts I ask for its 

resources and also establishes whether to permit the 

representative to gain access to based on the nodule 

security policy. For instance, returned 

recommendations can depend on the role 

dynamically linked with the agent leader. To 

enhance efficiency, substances are obliged to pass via 

the proxy directly once initially access to 

information endorsements, whereas after that, they 

may keep these references in your area. Any PNC 

node benefits from a collection of general security 

services that consist of: 

 

➢ the safe transport service that gives stability as 

well as secrecy for the transport of brokers 

between PNC nodes. At broker arrival at any PNC 

node, security examinations are carried out to 

identify if integrity and privacy have been 

preserved during agent transportation; 

➢ the verification solution that accepts/discards 

agents on the manner of their equivalent 

consumer identifications and tasks. 

Cryptographic procedures are executed to 

confirm the X. 509 identity and task 

certifications, possibly locally, to the PNC. If the 

confirmation is successful, brokers can be sent 

off to the correct location, typically sent to a 

gravely limited default environment that 

supports anonymous agent completion; 

➢ the safe checking company that capitalizes on 

the Caffeine training class verifier to make sure 

broker course data conformance to the JVM 

requirements. Stationary examinations steer 

clear of the stack over/underflow, and also 

compelling managements are delivered to grant 

correctness of emblematic endorsements. 

Brokers not satisfying the safety and security 

home are disposed of; 
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➢ the certification solution that stretches the Java 

security style to allow the use of a role-based 

access command style. Security policies reign the 

gain access to of brokers to all regional PNC 

sources, each common and also private ones, 

that are readily available in the complete 

location. Consent checks are done through 

source substitutes when the environment() 

method is gotten in touch with. The accessibility 

command policies describe the set of enabled 

referrals for the asking for representatives. 

➢ It deserves keeping in mind that some security 

inspections, including the honesty, secrecy, and 

authentication ones, may be executed at the 

network-layer to boost performance. 

Nevertheless, also, these security companies 

require to integrate along with application-layer 

answers to be capitalized on in vast range 

networks. 

 

 
Figure 1 : PNC isolated environments for agent 

execution 

 

IV. NETWORK-LAYER SOLUTIONS 

 

Our team has developed the PNC security 

architecture to obtain the needed degree of 

extensibility to enhance new security functions 

without customizing or recompiling existing security 

components. To this objective, the PNC platform 

features many elements that offer identical security 

solutions, but along with various homes in terms of 

versatility as well as efficiency. This allows us to 

configure and also set up the best correct option 

relying on application-specific demands. The 

modularity of the method puts on the execution of 

the verification and also the safe transportation 

services, which are offered by either the ANEP 

module or even the IPsec one (observe Figure 2). The 

ANEP-compliant active packets make use of the 

TypeID and Alternative industries to indicate 

respectively the identifier of the entailed MA-based 

procedure and the authenticator records, likewise as 

inSANE. Now, there is no components 

implementation of ANEP-compliant hubs, and also 

the achievable efficiency remodelings can easily not 

relate to the actual service process. Our experts are 

likewise completing the application of the alternative 

IPsec module that adopts the IPsec network-layer 

procedure to provide secure transport and 

authentication services. Our experts are presently 

dealing with the IPsec module implementation on a 

devoted IPSec- up to date equipment component, the 

TimeStep VPN Entrance. 

 

Both the ANEP module and the IPsec one could be 

set up to utilize conventional public vital 

cryptography mechanisms as well as X. 509 

certifications that can be circulated, revoked, and 

also put on hold through an external application-

layer PKI. The combination of both modules, along 

with a PKI, may even further simplify the 

modularity and also the interchange of the 

implementations. 

 

V. APPLICATION-LAYER SOLUTIONS 

 

Advanced application-layer security solutions are 

carried out on top of the first security companies to 

improve the manageability, scalability, adaptability, 

as well as dynamicity of the essential security 

services (see Figure 2). 

 

The certification management company is made use 

of to enrich the obedience and also scalability of the 

safe transportation and authorization services 

through supporting keys/certificates distribution, 

voiding as well as suspension. The service is 

delivered due to the Entrust PKI that enables to 

supply of transparent as well as automatic essential 
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control in application-specific parts written in 

various programming foreign languages, e.g., 

Espresso. The certificate solution is implemented to 

discover a local area store of very recently made use 

of X. 509 certifications and certification voiding 

checklists at any PNC nodule to improve the 

efficiency of stability, privacy and authentication 

inspections. When security functions call for 

certifications that are absent in the neighborhood 

store, the needed certificates are requested to the 

Entrust PKI alongside their corresponding 

revocation/suspension condition. It costs noting that 

in a reasonable situation, different PNC 

administrators might desire to use various PKI 

answers depending upon their unique control and 

security plans. Because of this, our team is likewise 

analyzing the interoperability concerns that originate 

from the combination of our PNC with different and 

also heterogeneous PKIs. 

 

Moreover, all the fundamental security solutions may 

take advantage of the policy/role monitoring 

company. This service enhances the functionality of 

accessibility management plans when managing a 

large-scale PNC network infrastructure that delivers 

services to a potentially large number of users. The 

company takes on the Ponder policy foreign 

language to create the activities that representatives 

are permitted/forbidden to carry out on the PNC 

node. 

 

Moreover, it delivers the necessary assistance to map 

Ponder plan standards into platform-dependent 

policies that may be deciphered and also 

implemented at run-time in the system. Precisely, 

the service consists of a policy/role graphical user 

interface for the requirements, editing, as well as 

management of policies/roles and a plan storehouse, 

regional to the PNC node, for the storage space and 

access of policy/role information. The policy/role 

administration company is developed to sustain 

vibrant roles/policy alterations without putting on 

hold PNC operations. Administrators may tweak the 

security policies of the taken care of resources, and 

the changes are actually dispersed instantly to 

entailed PNC nodes, and also consequently to the 

resource stand-ins. 

 

 
Figure 2 : The PNC architecture of security services 

 

The PNC nodule additionally gives an internet 

monitoring company that permits body managers to 

regulate and avoid any agent excess in resource usage, 

by making available the utilization of PNC nearby 

resources. The monitoring company can be 

configured to imagine the use of the neighborhood 

CPU, the amount of utilization memory, and the 

generated network web traffic, each for any Coffee 

string and every other procedure outside the 

Espresso Virtual Equipment. To reduce the 

overhanging result of online tracking on PNC 

efficiency, our surveillance company may be 

dynamically tuned to note merely a part of executing 

strings, possibly along with different observation 

regularities. For example, to deal with denial-of-

service attacks, our company collect the 

PROCESSOR usage percent just for the 

representative threads liable of energetic packet 

completion; when one thread goes beyond a 

threshold, the PNC signals the system administrator 

and also begins to accumulate as well as a picture all 

available monitoring information regarding the 

defined string, along with a potentially boosted 

regularity. 

 

The picked-up observing details are acquired in two 

different means. On the one give, our experts 

capitalize on platform-dependent performance 

(Solaris/Linux/ proc directory site, Microsoft 

http://www.ijsrcseit.com/


Volume 2, Issue 6, November-December-2017  |   http:// ijsrcseit.com  

 
 1427 

WindowsNT system computer registries), included in 

the PNC through the Coffee Native Interface. 

Alternatively, to allow fine-grained tracking 

visibility of all Java threads, our experts make use of 

the unfamiliar Espresso Virtual Device Profiler 

Interface. The JVMPI is proposed Sunlight within 

the latest variation of the Coffee platform to inform 

Caffeine applications of any celebration that may 

occur in the virtual equipment. The outcome is an 

accessible monitoring API that abstracts coming from 

the PNC organizing platform (Solaris, WindowsNT, 

and Linux are currently assisted), which is mapped 

transparently to the appropriate platform-dependent 

compelling public libraries at run-time. 

 

VI. CONCLUSION 

 

If you possess excellent network security, your firm 

or even organization is secured against disruption; 

employees stay productive. Network security aids 

you satisfy required governing observance. 

Safeguarding your client's information means no 

suits rising from cases regarding records fraud. 

 

 

VII. REFERENCES 

 

[1]. "Just How Blockchain Can Battle Scams Based 

on Know-Your-Customer Data," 

Nasdaq.com,2019. 

[2]. Kolias C, Kambourakis G, Stavrou A, Voas J. 

DDoS in the IoT: Mirai and other botnets. 

Personal computer. 2017,50( 7 ), pp. 80-4. 

[3]. Trautman LJ, Ormerod Personal Computer. 

Business Directors' and also Officers' 

Cybersecurity Standard of Treatment: The 

Yahoo Information Violation. Are actually. UL 

Rev. 2016, 66( 1 ), pp. 1231. 

[4]. Kshetri N. Can blockchain boost the internet of 

points?. IT qualified, 2017, 19( 4 ), pp. 68-72. 

[5]. Pushpa Mannava, "An Overview of Cloud 

Computing and Deployment of Big Data 

Analytics in the Cloud", International Journal of 

Scientific Research in Science, Engineering and 

Technology (IJSRSET), Online ISSN : 2394-4099, 

Print ISSN : 2395-1990, Volume 1 Issue 1, pp. 

209-215, 2014. Available at doi : 

https://doi.org/10.32628/IJSRSET207278  

[6]. Pushpa Mannava, "Role of Big Data Analytics in 

Cellular Network Design", International Journal 

of Scientific Research in Science and 

Technology (IJSRST), Online ISSN : 2395-602X, 

Print ISSN : 2395-6011, Volume 1 Issue 1, pp. 

110-116, March-April 2015. Available at doi : 

https://doi.org/10.32628/IJSRST207254 

[7]. Pushpa Mannava, “A Study on the Challenges 

and Types of Big Data”, “International Journal of 

Innovative Research in Science, Engineering and 

Technology”, ISSN(Online) : 2319-8753, Vol. 2, 

Issue 8, August 2013 

[8]. Pushpa Mannava, "Big Data Analytics in Intra-

Data Center Networks and Components Of Data 

Mining", International Journal of Scientific 

Research in Computer Science, Engineering and 

Information Technology (IJSRCSEIT), ISSN : 

2456-3307, Volume 1 Issue 3, pp. 82-89, 

November-December 2016. Available at doi : 

https://doi.org/10.32628/CSEIT206272 

[9]. Kiran Kumar S V N Madupu, “Data Mining 

Model for Visualization as a Process of 

Knowledge Discovery”, International Journal of 

Advanced Research in Electrical, Electronics and 

Instrumentation Engineering, ISSN: 2278 – 

8875, Vol. 1, Issue 4, October 2012. 

[10]. Kiran Kumar S V N Madupu, “Advanced 

Database Systems and Technology Progress of 

Data Mining”, International Journal of 

Innovative Research in Science, Engineering and 

Technology, ISSN: 2319 – 8753, Vol. 2, Issue 3, 

March 2013  

[11]. Kiran Kumar S V N Madupu, “Functionalities, 

Applications, Issues and Types of Data Mining 

System”, International Journal of Innovative 

Research in Computer and Communication 

Engineering, Vol. 5, Issue 8, August 2017 

[12]. Pushpa Mannava, "Research Challenges and 

Technology Progress of Data Mining with 

Bigdata", International Journal of Scientific 

Research in Computer Science, Engineering and 

http://www.ijsrcseit.com/


Volume 2, Issue 6, November-December-2017  |   http:// ijsrcseit.com  

 
 1428 

Information Technology (IJSRCSEIT), ISSN : 

2456-3307, Volume 5 Issue 4, pp. 08-315, July-

August 2019. Available at doi : 

https://doi.org/10.32628/CSEIT206274 

[13]. Sriramoju Ajay Babu, Namavaram Vijay and 

Ramesh Gadde, “An Overview of Big Data 

Challenges, Tools and Techniques”in 

“International Journal of Research and 

Applications”, Oct - Dec, 2017 Transactions 

4(16): 596-601 

[14]. Ramesh Gadde, Namavaram Vijay, “A SURVEY 

ON EVOLUTION OF BIG DATA WITH 

HADOOP” in “International Journal of Research 

In Science & Engineering”, Volume: 3 Issue: 6 

Nov-Dec 2017. 

[15]. Ajay Babu Sriramoju, Namavaram Vijay, Ramesh 

Gadde, “SKETCHING-BASED HIGH-

PERFORMANCE BIG DATA PROCESSING 

ACCELERATOR” in “International Journal of 

Research In Science & Engineering”, Volume: 3 

Issue: 6 Nov-Dec 2017. 

[16]. Namavaram Vijay, Ajay Babu Sriramoju, Ramesh 

Gadde,“Two Layered Privacy Architecture for 

Big Data Framework” in “International Journal 

of Innovative Research in Computer and 

Communication Engineering”, Vol. 5, Issue 10, 

October 2017 

[17]. Pushpa Mannava, “A Big Data Processing 

Framework for Complex and Evolving 

Relationships”, International Journal of 

Advanced Research in Electrical, Electronics and 

Instrumentation Engineering, ISSN: 2278 – 

8875, Vol. 1, Issue 3, September 2012  

[18]. Kiran Kumar S V N Madupu, "Key 

Methodologies for Designing Big Data Mining 

Platform Based on Cloud Computing", 

International Journal of Scientific Research in 

Computer Science, Engineering and Information 

Technology (IJSRCSEIT), ISSN : 2456-3307, 

Volume 1 Issue 2, pp. 190-196, September-

October 2016. Available at doi : 

https://doi.org/10.32628/CSEIT206271  

[19]. Kiran Kumar S V N Madupu, "Opportunities and 

Challenges Towards Data Mining with Big 

Data", International Journal of Scientific 

Research in Science and Technology (IJSRST), 

Online ISSN : 2395-602X, Print ISSN : 2395-

6011, Volume 1 Issue 3, pp. 207-214, July-

August 2015. Available at doi : 

https://doi.org/10.32628/IJSRST207255  

[20]. Namavaram Vijay, S Ajay Babu, "Heat Exposure 

of Big Data Analytics in a Workflow 

Framework" in “International Journal of Science 

and Research”, Volume 6, Issue 11, November 

2017, 1578 - 1585, #ijsrnet 

[21]. Sugandhi Maheshwaram , “An Overview of 

Open Research Issues in Big Data Analytics” in 

“Journal of Advances in Science and 

Technology”, Vol. 14, Issue No. 2, September-

2017  [ISSN : 2230-9659] 

[22]. Yeshwanth Rao Bhandayker , “Artificial 

Intelligence and Big Data for Computer Cyber 

Security Systems” in “Journal of Advances in 

Science and Technology”, Vol. 12, Issue No. 24, 

November-2016  [ISSN : 2230-9659] 

[23]. Yeshwanth Rao Bhandayker, “Security 

Mechanisms for Providing Security to the 

Network” in “International Journal of 

Information Technology and Management”, Vol. 

12, Issue No. 1, February-2017,  [ISSN : 2249-

4510] 

[24]. Sugandhi Maheshwaram, “A Comprehensive 

Review on the Implementation of Big Data 

Solutions” in “International Journal of 

Information Technology and Management”, Vol. 

XI, Issue No. XVII, November-2016  [ISSN : 

2249-4510] 

[25]. Yeoh P. Regulatory problems in blockchain 

technology. Publication of Financial Policy and 

Compliance. 2017, 25( 2 ), pp. 196-208. 

 

http://www.ijsrcseit.com/

